別紙１

**情報セキュリティに関する特記事項**

（基本的事項）

第１　乙は、情報セキュリティ対策の重要性を認識し、この契約による業務の実施に当たっては、徳島県情報セキュリティポリシー及び情報セキュリティ実施手順を遵守し、情報セキュリティ対策を適正に実施しなければならない。

（管理体制）

第２　乙は、情報セキュリティポリシーを遵守するために必要な体制を整備し、情報資産の管理に関する責任者及び担当者、作業者の所属並びに委託内容を明確にしておかなければならない。

（作業場所の特定）

第３　乙は、情報資産の紛失等を防止するため、この契約による業務を処理するに当たっては、その作業の場所を特定しておかなければならない。

（サービスレベルの保証）

第４　乙は、甲が提示する品質及びセキュリティレベルを満たす業務を提供しなければならない。

２　乙は、情報システムを実際に運用する者の現状・課題を加味し、セキュリティと利便性の両立を可能とする、実務と調和したセキュリティ対策を講じなければならない。

(情報資産の種類と範囲、アクセス方法）

第５　乙は、この契約によりアクセスを許可された情報の種類と範囲、アクセス方法を遵守しなければならない。

（業務従事者への周知及び教育）

第６　乙は、この契約による業務に従事している者に対し、情報セキュリティ対策のために必要な事項を周知するとともに、継続的に教育しなければならない。

（目的外利用及び提供の禁止）

第７　乙は、この契約による業務を処理するために甲から提供された情報を、当該業務の目的以外の目的のために利用し、又は第三者に提供してはならない。ただし、甲の指示がある場合は、この限りでない。

（情報の適正な管理）

第８　乙は、この契約による業務を処理するために知り得た情報をみだりに他人に知らせ、又は不当な目的に使用してはならない。この契約が終了し、又は解除された後においても、同様とする。

（再委託の禁止）

第９　乙は、委託業務の全部又は一部の処理を第三者に委託し、又は請け負わせてはならない。ただし、あらかじめ、甲の書面による承諾を得た場合は、この限りでない。

（情報資産の返却及び廃棄）

第１０　乙は、この契約による事務を行うため甲から提供を受け、又は乙自らが収集し、若しくは作成した情報が記録された記録媒体は、この契約の終了後直ちに甲に返還し、又は引き渡すものとする。ただし、甲が別に指示したときは、その指示に従うものとする。

（報告）

第１１　甲は、この契約による業務を処理するために取り扱っている情報資産に対する情報セキュリティ対策の状況について、定期的に報告を求めることができる。

２　乙は、情報セキュリティインシデントが発生した場合又はそのおそれがある場合には、速やかに甲に報告し、甲の指示に従うものとする。

（監査及び検査）

第１２　甲は、乙がこの契約による業務を処理するために取り扱っている情報資産に対する情報セキュリティ対策の状況について、随時監査又は検査を実施することができる。

（情報セキュリティインシデントの公表）

第１３　甲は、この契約による業務に関し、情報セキュリティインシデントが発生した場合は、必要に応じ、当該情報セキュリティインシデントを公表することとする。

（契約解除及び損害賠償）

第１４　甲は、乙がこの特記事項の内容に反していると認めたときは、契約の解除又は損害賠償の請求をすることができる。

（ポリシー改定時の対応）

第１５　甲は、セキュリティポリシーに改定等を行う場合は、適宜、乙に改定等の内容を情報提供しなければならない。

２　乙は、契約締結後にセキュリティポリシーの改定等がなされた場合は、速やかに、改定等後の内容を適用するよう努めなければならない。